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Summary
This work argues the expediency of performing additional authentication of privileged users of information systems using a single sign-on technology. To do this, it is proposed to use biometric technology recognition technology by geometry of their face. The stages of the authentication system based on the proposed biometric technology are considered, on the basis of analysis of the results of conducted experiments, the expediency of using this biometric technology is determined and the conditions for the effectiveness of its placement are indicated.

Experimental study
In order to determine the expediency of using the proposed user recognition technology for the geometry of the face and for empowerment of authentication for privileged users of the information system, which applies a single sign-on technology, and to determine the impact of environmental factors on the first and second kind of error factors, the accumulated database (reference) samples the corresponding biometric characteristics of tenth people. After that, a number of experiments were carried out, the main results of which are demonstrated in the following graphs (Fig. 2, Fig. 3, Fig. 4).

After analyzing the results of experiments, the following conclusions can be drawn:
1. When using the proposed technology of biometric authentication by the geometry of face of the users, the probability of an error of the second kind is much higher than the errors of the first kind.
2. In most cases, the likelihood of correct recognition has a significant impact on environmental factors such as poor illumination and, in the absence of preliminary processing, the presence against the background of the image of additional elements.
3. If people work in the organization, in which there is a similar location of characteristic points, then in this case, when using the proposed technology, the probability of a second kind error significantly increases.

Conclusion
In this paper, it was proposed in authentication of privileged users in the information system that uses a single sign-on technology, to strengthen the protection of additional verification, namely to implement an additional authentication of the user by the geometry of the face. To determine the expediency of using this biometric method of recognition, the necessary software was developed by which a number of experiments were carried out. Based on the analysis of the results of experiments, we can say that the use of the proposed technology is expedient to solve the problem. But it should be noted that to increase the likelihood of correct recognition, it is necessary to adhere to certain rules when choosing an environment in which authentication is carried out and performed the processing of images that read from the webcam. With the correct use of proposed authentication technologies, privileged users will significantly increase the level of protection of the information system that uses the single sign-on technology.

In addition, it should be noted that technology of authentication by face geometry is contactless, comfortable for users and for now most workplaces have a webcam, does not require specialized equipment. Using the technology to recognize faces in photos and for their comparative analysis are quite effective and, unlike many other technologies (for example, the main component method, the Hopfield neural network), are not very difficult to implement and do not require to calculate the large computer productivity.